75000 Paris
5 a 10 ans d'expérience
Réf : 250305213004

Ingénieur systémes réseaux et sécurité

Ma recherche

Je recherche tout type de contrat, sur toute la région lle de France, dans le Batiment.

Formations

06/2023 : Bac +5 a ESAIP
Ecole d'ingénieur CYCLE INGENIEUR INFORMATIQUE

06/2023 : ERASMUS (ESPAGNOL) a UNIVERSIDAD DE VALLADOLID
ERASMUS (ESPAGNOL)

06/2022 : MAJEURE SECURITE RESEAUX a ESAIP
MAJEURE SECURITE RESEAUX

06/2021 : ERASMUS ANGLAIS (BULGARIE) a UNIVERSITY OF VELIKO TARNOVO
ERASMUS ANGLAIS (BULGARIE)

06/2021 : 3EME ANNEE) - INFORMATIQUE ET RESEAUX
3EME ANNEE) - INFORMATIQUE ET RESEAUX

06/2017 : Bac +3 3 ECOLE SUPERIEURE , COTONOU sur Cotonou
LICENCE PROFESSIONNELLE EN RESEAUX ET GENIE LOGICIEL

Expériences professionnelles

08/2023 - 09/2024 :

Ingénieur Systeémes réseaux et sécurité chez Mairie De Chanteloup-les-vignes
Administration des équipements (routeurs , pare-feu , Switch)
Gestion des incidents 1 & 2

Déploiement d'une solution de supervision (EyesOfNetwork)
Déploiement d'un SIEM (Wazuh)

Gestion des regles Firewall (Watchguard)

Mise en place Firewall (pfsense)

Gestion des comptes Active directory et Exchange
Déploiement de poste de travalil

Gestion des régle sur antivirus et EDR

Gestion des ticket sur GLPI

Architecture réseau et adressage

06/2022 - 09/2022 :

Administrateur Systémes réseaux et sécurité chez BEnin Telecoms
Administration et maintenance des serveurs Windows et Linux

Gestion des infrastructures réseau incluant la configuration et le dépannage des
routeurs, commutateurs, et pare-feu (Cisco, Fortinet).

Implémentation et gestion des solutions de virtualisation

Gestion des droits d'acces et des politiques de sécurité a travers Active



Directory et les systémes de gestion des acces (Wallix)
Gestion de pare-feu Stormshield

Gestion des Ticket sur ServiceNow

Active directory et Exchange

Gestion des antivirus, EDR, SIEM

Gestion de mise a jour

Documentation des processus

PROJET APPLICATIF - ANALYSE DE RISQUES ET VULNERABILITES POUR
UNE ARCHITECTURE UTILISANT LA VOIX SUR IP | Janvier 2022 - Juin 2022

Mise en place du serveur Asterisk et configuration sip
Analyse des vulnérabilités avec KALI
Mise en place des solutions

02/2022 - 06/2022 :

INGENIEUR CYBERSECURITE chez Elika Teams
Outillage campagne de phishing et sensibilisation
Script d'automatisation et rapport

Planification et conduite des ateliers de sensibilisation

01/2018 - 09/2020 :

Administrateur réseaux et sytémes chez MinistEre De L'Economie Et Des Finance Au Benin
Administration et configuration des équipements réseaux
Contréle parc informatique

Installer, configurer et maintenir les serveurs physiques et virtuels
Mise en place et maintenance du matériel de téléphonie
Mise en place outil de supervision (Nagios)

Réseaux (LAN, WAN , SD-WAN)

Contréle parc informatique

Gestion des incidents N1 et N2

Gestion de pare-feu Fortinet

Gestion de Ticket sous GLPI

Automatisation des taches (PowerShell et Bash)
Sécurisation des réseaux

Gestion de compte utilisateur (Active Directory et Exchange)
Gestion des mises a jour

Deploiement de poste de travail (SCCM , WDS/MDT)
Gestion des sauvegardes et de la récupération de données
Mise en place et maintenance du materiel de téléphonie
Documentation des processus

Gestion de la téléphonie IP

FORMATIO Formation aux utilisateurs

Langues

Anglais (Oral : commerciale / Ecrit ; intermédiaire), Espagnol (Oral : commerciale / Ecrit : intermédiaire), Francgais
(Oral : maternelle / Ecrit : expérimenté)

Atouts et compétences

ANALYSE DE RISQUES, ARCHITECTURE, CCNA, Documentation des processus, Gestion des comptes, Gestion
de compte, Gestion de projet, Gestion des accés a privileges, Gestion des droits, Gestion des incidents, Gestion des
Infrastructures, GRC, ISO 27001, maintenance du matériel, maintenance du materiel, commutateurs, maintenance,
dépannage, Pare-feu, politiques de sécurité, FINANCE, PRESTATION DE SERVICE, GPO, Formation des
utilisateurs, configuration des équipements, systémes de gestion, TELECOMS, VULNERABILITES, EBIOS



Centres d'intéréts

Lecture, Musique
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